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The Investigator
 must complete this application to request access to “Sensitive NAES Data Set” from the Annenberg Public Policy Center (APPC). An incomplete application may result in the return of your application without further review.  If the space provided for response is inadequate, additional pages may be attached to this form as necessary.
Investigator Information

Please enter your contact information below.

	Title
	

	Name
	

	E-Mail Address
	

	Telephone Number
	

	Fax Number
	

	Receiving Organization

	

	Mailing Address
	


Research Staff Information

Please list all Research Staff
 that will have access to the NAES Data.  All staff must be associated with the Investigator’s Receiving Organization and may access “Sensitive NAES Data Set” only under the Investigator’s supervision.
	Title
	

	Name
	

	Role
	


	Title
	

	Name
	

	Role
	


	Title
	

	Name
	

	Role
	


	Title
	

	Name
	

	Role
	


	Title
	

	Name
	

	Role
	


	Title
	

	Name
	

	Role
	


Restricted Data Requested
In the area below, please list the “Sensitive NAES Data Set” being requested.
	


Research Plan
Please attach to this document a 1-to-2 page Research Plan indicating:

· Why the “Sensitive NAES Data Set” are needed to conduct the proposed research;
· Why there are no alternatives to the use of “Sensitive NAES Data Set” for the proposed research;
· How the “Sensitive NAES Data Set” will be used; and
· The scientific importance of the proposed research.
Disclosure Protection Plan
In the area below, describe the Disclosure Protection Plan by which the Investigator and Research Staff will avoid inadvertent disclosure of respondent identities in all resulting research and/or work, including, but not limited to, working papers, publications, and presentations.  If APPC approves your application, this Disclosure Protection Plan will become part of the signed agreement.  
In any presentations or publications, Investigators and Research Staff should use only statistical information that does not permit the identification of any individual person, family, household, or employer.  The Investigator and Research Staff must agree to exclude from any type of publication or presentation the listing and description of individual cases, as well as data or quotations from individual cases.  The Investigator and Research Staff should not present the results of any analysis that could potentially identify respondents, either directly or indirectly.  Only aggregate statistical data may be distributed.  Cell sizes, marginal data, and strata must be of sufficient size to avoid disclosure.  Investigators and Research Staff may not identify geographic areas at a level of detail more specific than is already available in the associated public files on the APPC website.
If you have questions concerning the disclosure risk of your research products, APPC is available to provide a review. Please provide all materials at least two weeks in advance of their intended publication or release date.

	


Data Protection Plan

In the area below, please describe in detail your Data Protection Plan to protect the security of the NAES Data. The goal of the Data Protection Plan is to prevent persons other than the Investigator and Research Staff from gaining access to the NAES Data.

As part of your Data Protection Plan, please describe all locations where the “Sensitive NAES Data Set”  will be stored, both while in use and while not in use, including, but not limited to, electronic files, printouts, notes, removable storage devices, portable media, and backups.  “Sensitive NAES Data Set”  must not be stored in a location to which persons other than the Investigator and Research Staff have access.  
· Describe the physical environment: building access, who else has access to the room, whether the room is locked or otherwise secured, and whether locked spaces within the room (storage cabinets, etc.) will be used.

· Describe the computing environment: the number of computers, protections present (passwords, encryption, etc.), who else has access to the computers, and whether the computers are attached to a network and/or the Internet.  

Also mention, if applicable, what secure methods will be used for transmitting the “Sensitive NAES Data Set”  among the Investigator and Research Staff.  E-Mail is not considered a secure method, nor is regular mail without a tracking number, nor is transfer over the Internet.  
	


Investigator Signature

All of the information on this application and made in conjunction with this application is correct and true to the best of my knowledge. I authorize the Annenberg Public Policy Center (APPC) to verify all information supplied on or in connection with this application.

______________________________________

Name (printed)

______________________________________

Signature

______________________________________

Date







� The Sensitve National Annenberg Election Survey Data (“Sensitive NAES Data Set”) are the restricted data files and materials provided by APPC, any copies or backups of those files and materials, and any product (whether electronic, hard copy, or otherwise) derived from them.


� The Investigator is the individual who serves as the primary point of contact for all communications involving the application and any resulting agreement. The Investigator must hold a permanent faculty appointment at the Receiving Agency and assumes all responsibility for Receiving Agency employees’ compliance with all terms of any resulting agreement.


� The Receiving Organization is the legal entity with which the Investigator is employed (e.g., a university or non-profit foundation).


� Research Staff are students, staff, and other faculty at the Receiving Organization who have obtained APPC authorization to use the “Sensitive NAES Data Set” under the Investigator’s supervision.
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